|  |  |  |  |
| --- | --- | --- | --- |
| **Allegato 2 – Tabella di valutazione dei titoli** | | | |
| **Candidato ……………………………………………………………………………..** | | | |
| **Titolo** | **Punteggio** | **Punteggio**  **attribuito dal candidato** | **Punteggio**  **attribuito dalla Commissione** |
| 1. Seconda laurea coerente con l’incarico. (diversa da quella triennale) | Punti: 5 |  |  |
| 1. Master e/o titoli di studio post-universitari o corsi di specializzazione riconosciuti dalle Università di durata almeno annuale, in materia di legislazione in tema di trattamento e protezione dei dati personali ai sensi del D.lgs. n. 196 del 2003. | Punti per ogni titolo: 5 (fino a un massimo di 15) |  |  |
| 1. Frequenza di corsi di aggiornamento attinenti alla legislazione in tema di privacy e/o alla sicurezza informatica, di almeno 30 ore | Punti per ogni corso frequentato: 3 ( fino a un massimo di 9) |  |  |
| 1. Esperienze presso Amministrazioni con compiti ed attività inerenti il supporto nella gestione dei trattamenti dei dati personali sotto l’aspetto giuridico; | Punti per ogni precedente esperienza lavorativa di durata almeno annuale: 2 punti ( fino a un massimo di 6), per i primi tre anni; 3 punti ( fino a un massimo di 15), per i le successive annualità. |  |  |
| 1. Esperienze presso Amministrazioni con compiti ed attività inerenti il supporto nella gestione dei trattamenti dei dati personali sotto l’aspetto informatico con particolare riferimento alla conoscenza delle metodologie di risk management, delle tecnologie informatiche e misure di sicurezza dei dati | Punti per ogni precedente esperienza lavorativa di durata almeno annuale: 2 punti ( fino a un massimo di 6), per i primi tre anni; 3 punti ( fino a un massimo di 15, per i le successive annualità. Si valuteranno attività non coincidenti con quelle riportate al n. 5. |  |  |
| 1. Esperienze presso istituzioni scolastiche per attività di amministratore di sistema e nell’ambito della sicurezza informatica. | Punti per ogni precedente esperienza lavorativa di durata almeno annuale: 2 punti ( fino a un massimo di 6), per i primi tre anni; 3 punti ( fino a un massimo di 15), per i le successive annualità. Si valuteranno attività non coincidenti con quelle riportate ai nn. 5e 6. |  |  |
| 1. Pubblicazioni specifiche in materia di normativa sulla privacy | Punti per ogni pubblicazione: 1 punto fino a un massimo di 5). |  |  |
| 1. Certificazioni possedute:   - ECDL AVANZATA – EIPASS P.A. – IT Security  - Informatica Giuridica; IT Administrator; EUCIP CORE; Certificati CISCO Area di Competenza DATA CENTER e SECURITY  - E – CF PLUS ( European e.competence framework);  EPM UNI 11648;  UNI 11697:2017;  UNI 27001 | Punti 1  Punti 3  Punti 5 |  |  |
| 1. Ribasso del Compenso   Dal 5% al 10%  Dal 10% al 20%  Dal 20% al 30%  Dal 30% al 33% | Punti 3  Punti 5  Punti 8  Punti 10 |  |  |

**DICHIARAZIONE SOSTITUTIVA DELLE CERTIFICAZIONI**

Consapevole delle sanzioni penali nel caso di dichiarazioni mendaci, richiamate dall’art. 76 del d.p.r. n. 445/2000, dichiaro

che quanto si sottoscrive corrisponde a verità.

Ai sensi del D.Lgs. n. 196 del 30/06/2003 dichiaro, altresì, di essere informato che i dati personali raccolti saranno

trattati, anche con strumenti informatici, esclusivamente nell’ambito del procedimento per il quale la presente dichiarazione viene

resa.

FIRMA DELCANDIDATO……………………………………………………………